
DEPARTMENT OF INFORMATION TECHNOLOGY (DoIT)

IT Delivery Framework



Repeatable process 
and structures to 
govern work

Reinforce Innovation 
and Ideation culture

Deliver value add 
services that are fit for 
use and warranty

Identify IT 
Relationships to 
services  Forecast Demand 

& Drive Outcomes 

Enhance ServiceDesk 
Operations

Align DoIT strategy to 
meeting customer 

outcomes

Improve User 
Experience 

Align IT to Business 
Strategy/Goals

Align IT Spend 
and Measure 

ROI

Measure 
Performance

Enable Agility 
& Adoption



Performance 
Management & 

Analytics
IT Governance & 

Strategic Alignment

Customer 
Experience 

and 
Satisfaction 

The delivery framework aims to address key core tenants!
IT Delivery Framework Tenants



Strategy

Portfolio

Technical

How do 
we secure data?

How do
we do 

upgrades?

What do we 
implement 

first?

When
should we 
customize?

What
modules

do we 
implement?

What do
we need to 

deliver for the 
business?

Can we change 
the services we 

deliver?
What’s our 
budget for

this project?

Technical policies 
and standards, Design Gate 
Review, Technical consultations. 

Prioritized Portfolio Backlog

Risk, Adherence, CSI

Scoped and sequenced 
implementations

Governance Teams

Executive Steering Board
CIO, CTO, PPM, Senior IT 
(Business Leaders – future State) 

IT Governance Committee
IT Mgmt. and Process Owners

Architectural Review Team (ART)
IT leaders and technical domain architects/leads

Defined Mission and strategy

Budget and resource allocation

How do we 
secure data?

Where are our 
risk & compliance 

challenges? 

How do
we do upgrades?

What do
we need to 

deliver for the 
business?

What do we 
implement first?Does it align with 

standard and 
controls?

What’s our 
budget for

this project?

Can we change 
the services we 

deliver?

Questions Decisions Outputs



Dept. Head 
Authorization

 Dept. Head 
Demand(s) 
Review and 
Authorization

 Dept. Head 
Prioritization(s)

Item 2Project Internal 
Review (PIR)  

 Validated DOD
 Transition to 

Operations
 Close Project

 Defined Scope of 
Work (SOW) & 
Requirements

 Tech. Review & 
Feasibility 
Assessment 

 Capacity & 
Prioritization 
Evaluation 

Discovery

 Approved SOW

 Validated 
Success Creteria

 Approved 
Security Risk 
Assessment

Completed 
Capacity & 
Prioritization 
Evaluation 

Item 2Detailed Plan & 
Tech Design

 Approved 
Technical Design

 Approved 
Release Plan
 

 Approved 
Project Plan

 Approved 
Project RACI

Iterate and 
Deliver 

 Validated 
DOD

 Transition to 
Operations

 Close Project

INITIATION PLANNING DESIGN BUILD DELIVERPhase(s) 

Function(s)

Gate Outcomes

Proposed Project(s) – Not Approved ITGC Approved Projects(s) 

Project Proposal 

IT Delivery Framework Overview

ITSM Translation – Proposed projects start off as Demands. 
ITSM Translation – Approved Demands are converted to Projects, and then subject 
to above framework 

Intake/Evaluation

IT Governance Committee (ITGC) Evaluation



INITIATION PLANNING DESIGN BUILD DELIVER 5
Approve Scope, Capacity, 

and Prioritization
Approve Project Plan
Approve Project RACI

Approve Technical Design
Approve Release Plan 

Transition to Production
Validate DOD

Close Project

Gate Criteria Gate Criteria Gate Criteria Gate Criteria Gate Criteria

• Refined DOD, Success Criteria, 
Stakeholder Register

• Documented SOW & 
Requirements (IT & Business)

• Identified Urgency, Impacts, 
Dependency, and Assumptions

• Validated Project Budget, 
Procurement, Vendor 
Management/Support Activity

• Alternative Analysis (complete)
• Conceptual ART Design 

review (if applicable)
• Approved Security Risk 

Assessment
Documented BCM factors (RTO, 
RPO, etc.)

• Business Recommendations 
(complete)

• Draft SOW, Charter, and/or Project 
Data Sheet (PDS)

• Draft Req. Traceability Metrics
• Documented Processes, 

Outputs
• Defined Resource Plan and Schedule
• Defined Governance & 

Communication Plan (e.g., status 
reporting, meeting(s) cadence,  
governance framework, standards, 
etc.) 

• Defined RACI (product owner, etc.)
• Approved Budget/Funding
• Defined Tech. Pre-Requisites and 

functional requirements
• Integrated Risk Assessment
• Project Kick-off Meetings (internal 

and w/client team)

• Conceptual Design – Architectural 
Diagrams

• Functional & Product Specifications 
Requirements

• Information Security Risk Assessment 
Results/Alignment

• DR/BCM factors documented
• Approved Chg. Request/Release
• Release Plan Approval (Agile)
• Defined Data Migration Plan (if needed)
• Defined Resourcing/Vendor Service 

Agreements.

GATE: HARD STOP - Architectural Review 
Team (ART) Approval Required. Please 
Note: Submit gate review/waiver request to 
CTO. 

• Facilitated Operations Hand-Off 
Activity (e.g., Desktop SCCM, 
packaging, etc.)

• Facilitated ServiceDesk Hand-Off 
Activity

• Validated Operations Readiness 
to support

• Finalized Runbook and Tech doc.
• Approved QA & UAT
• Completed Chg. Request/Release
• Completed Training/KT
• Completed Data Migration
• Validated DOD & SOW
• Validated Performance Metrics
• Completed Release Plan and 

Backlog (if applicable)

GATE: HARD STOP - (ITGC) Approval 
Required. Please Note: Submit gate 
review request to PMO. 

• Accepted Operations Transition.
• Accepted Service Desk 

Transition.
• Completed Knowledge Mgmt.: 

FAQ’s, Job-aides, videos, etc.
• Complete Project Close 

Retrospect
• Closed/Documented CR/Release
• User Project Sign-off
• Updated CMDB (Application and 

CI mapping)
• Close Vendor Management 

Activity (if needed)
• Update SNOW Project Record
• Complete Executive Summary/ 

Status Reporting
• Notify PMO office of project 

Close.

Deliverables Deliverables Deliverables Deliverables Deliverables
• SOW, Charter, and/or Project 

Data Sheet (PDS)
• Defined Requirements
• Information Security Risk 

Assessment
• Performance Metrics

• Approved SOW, Charter, and/or 
Project Data Sheet (PDS)

• Approved Schedule, RACI, RAID
• Finalized Requirements (stories)
• Approved Communication Plan
• Requirement Traceability Matrix

• Completed ART Design Template
• Sprint & Release Plan (If Agile 

methodology used)
• Data Migration Plan (If needed)

• Completed Transition to 
Operations Template

• Completed Release and PM plan
• Approved Technical Docs,
• Completed Training Plan 
• Mitigated Risks and Issues Log

• Finalized Retrospective
• CMDB Updates/KB docs.
• Project Close Status Report

SLIDE LEGEND: *Gate Outcomes: Proceed, Conditional Proceed, or Recommendation to Project Manager/Lead    
 Purple Highlights: Indicate Standard template available. Located in DoIT All MS Team Site > IT Delivery Channel > Project Phases 

Gate: Self-Certification *Gate: HARD STOP *Gate: HARD STOP Gate: Self-Certification Gate: Self-Certification 
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